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XIA Configuration Version 17.0

XIA Configuration Server version 17.0 includes:

Support for Windows Server 2025.

e Support for VMware vSphere 8.0 Update 3c.

e A completely re-written Microsoft failover cluster agent that uses PowerShell remoting.
e A completely re-written Hyper-V server agent that uses PowerShell remoting.

e The ability to read Trusted Platform Module (TPM) information for Windows machines.
e Updated user interface, installer, and product documentation styling.

e Support for scanning Microsoft Azure Local (Azure Stack HCI) operating systems.

e Various bug fixes and improvements.

Upgrading from a version older than v16.17

If you're upgrading from a version older than v16.1, please also check the previous version upgrade
notes.

e Version 16.1 upgrade notes

e Version 16.0 upgrade notes

e Version 15.2 upgrade notes

e \ersion 15.1 upgrade notes

e \ersion 15.0 upgrade notes

e Version 14.2 upgrade notes

e Version 14.1 upgrade notes

e Version 14.0 upgrade notes

3|Page XIA Configuration Server


https://www.centrel-solutions.com/media/xiaconfiguration/xcs161upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs160upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs152upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs151upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs150upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs142upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs141upgradenotes.pdf
https://www.centrel-solutions.com/media/xiaconfiguration/xcs140upgradenotes.pdf

Hyper-V server data model update

The agent and data model for Hyper-V servers has been updated.
All Hyper-V servers must be rescanned using the latest version of the XIA Configuration Client.

Hyper-V servers scanned with a previous version of the XIA Configuration Client will not display
information for these items.

= HYPERV-22-01 | Hyper-V Server | 42051

HYPERV-22-01

Hyper-\ Server is Microsoft's hardware virtualization product that runs on Windows Server or Azure Local
{Azure HCI Stack) operating systems.

Information for this item is not available because the item was scanned using a version of the X1A Configuration
Client prior to version 17.0.
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Hyper-V server agent requirements

As part of the continued improvement of XIA Configuration Server, the Hyper-V server agent has been
updated.

The agent no longer uses WMI connections and instead uses a single PowerShell remoting connection
to scan all information.

The Hyper-V server agent now supports the following target operating systems:

Azure Local (formerly Azure HCI Stack)

e Windows Server 2025

e Windows Server 2022

e Windows Server 2019

e Windows Server 2016

e Windows Server 2012 R2

e Windows Server 2012
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https://www.centrel-solutions.com/xiaconfiguration/network-documentation-tool.aspx

Hyper-V server agent settings update

The data model for the Hyper-V server agent settings has been updated.
This includes many new optional components and PowerShell remoting settings.

Customers are advised to review the new format of the settings and ensure that the configuration
meets their requirements.

Ei Hyper-Y Server Agent Settings O b

Optional Componerts | ocal Service  PowerShell  Plugine

o4l |
 Configuration ~

Scan (abort on failure) |

Replication Scan (continue on failure)
Host

Host Information Scan (abort on failure)
Resource Pools

Resource Pools
Virtual Machines
Virtual Machines

Wirtual Machines (BIOS)

Wirtual Machines (Checkpoint Settings)

Wirtual Machines (Checkpaoints)
Wirtual Machines (COM Ports)
Virtual Machines (DVD Drives)

Scan (continue on failure)

Scan (abort on failure)

Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)

Wirtual Machines (Fibre Channel Adapters)

Virtual Machines (Fimware)

Virtual Machines (Floppy Disk Drive)

Wirtual Machines (Guest Information - Screenshot)
Wirtual Machines (Guest Information)

Wirtual Machines (Hard Disk Drives - VHD Information)
Wirtual Machines (Hard Disk Drives)

Virtual Machines (Integration Services)

Virtual Machines (Key Starage Drive)

Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure)
Scan (continue on failure) v
Live Migration

Determines whether the live migration settings are read for the Hyper-V server.

QK Cancel
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Microsoft failover cluster data model update

The agent and data model for Microsoft failover clusters has been updated.

All Microsoft failover clusters must be rescanned using the latest version of the XIA Configuration
Client.

Microsoft failover clusters scanned with a previous version of the XIA Configuration Client will not
display information for these items.
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Microsoft failover cluster agent requirements

As part of the continued improvement of XIA Configuration Server, the Microsoft failover cluster
agent has been updated.

The agent no longer uses WMI connections and instead uses a single PowerShell remoting connection
to scan all information.

The Microsoft failover cluster agent now supports the following target operating systems:

Azure Local (formerly Azure HCI Stack)

e Windows Server 2025

e Windows Server 2022

e Windows Server 2019

e Windows Server 2016

e Windows Server 2012 R2

e Windows Server 2012
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Microsoft failover cluster agent settings

The data model for the Microsoft failover cluster agent settings has been updated.
This includes many new optional components and PowerShell remoting settings.

Customers are advised to review the new format of the settings and ensure that the configuration
meets their requirements.

=% Microsoft Failover Cluster Agent Settings O >

Optional Componerts  Agent Detection Local Service  PowerShell  Flugins

o=|4 |
 (Cluster Configuration
Scan (continue on failure) v
Cluster-fware Updating Scan (abort on failure)
Group Sets Scan (abort on failure)
Guorum Settings Scan (abort on failure)
Resource Types Scan (continue on failure)
Storage Spaces Direct Scan (continue on failure)
w  Metworking
Metwork Connections Scan (abort on failure)
Metworks Scan (abort on failure)
w MNodes
Modes Scan (abort on failure)
Modes (Host Information) Scan (continue on failure)
+ Storage
Awvailable Disks Scan (continue on failure)
Cluster Shared Volumes Scan (abort on failure)

Cluster Shared Volumes (Disk Information) Sean (abort on failure)
Physical Disk Resources (Disk Information) Secan (continue on failure)

Physical Disk Resources (Volumes) Scan (continue on failure)
 Wirtual Machines

Virtual Machine Information Scan (continue on failure)
Access Rules

Determines whether the access rules are read for the failover cluster.

QK Cancel
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VMware system scan task credentials

To simplify the user experience and to bring the product in-line with the new XIA Configuration
Express product, the credentials for VMware system scan tasks has moved from the agent settings
into the scan task itself.

B: VMware List Scan Task >

General Settings  Credertials  Targets  Agent Settings

Credentials

. Enter the credentials to connect to the YWMware system.

MO

() Use default credentials
(®) Use the following credentials

|Izemame |admin |

Domain |1.r5phere.lucal |

Passwaord |---|||ll|||IIIIIll|I |

Default credentials are only supported on vCenter servers.

QK Cancel
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